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(5) No fault insurance underwriter or 
carrier. 

(6) Workers’ compensation program 
or plan sponsor, underwriter, carrier, 
or self-insurer. 

(7) Any other plan or program that is 
designed to provide compensation or 
coverage for expenses incurred by a 
beneficiary for healthcare services or 
products. 

Third party payer plan. A third party 
payer plan is any plan or program pro-
vided by a third party payer, but not 
including an income or wage supple-
mental plan. 

Uniformed Services beneficiary. For 
purposes of this part, a Uniformed 
Services beneficiary is any person who 
is covered by 10 U.S.C. 1074(b), 1076(a), 
or 1076(b). For purposes of § 220.11 (but 
not for other sections), a Uniformed 
Services beneficiary also includes ac-
tive duty members of the Uniformed 
Services. 

Workers’ compensation program or 
plan. A workers’ compensation pro-
gram or plan is any program or plan 
that provides compensation for loss, to 
employees or their dependents, result-
ing from the injury, disablement, or 
death of an employee due to an em-
ployment related accident, casualty or 
disease. The common characteristic of 
such a plan or program is the provision 
of compensation regardless of fault, in 
accordance with a delineated schedule 
based upon loss or impairment of the 
worker’s wage earning capacity, as 
well as indemnification or compensa-
tion for medical expenses relating to 
the employment related injury or dis-
ease. A workers’ compensation pro-
gram or plan includes any such pro-
gram or plan: 

(1) Operated by or under the author-
ity of any law of any State (or the Dis-
trict of Columbia, American Samoa, 
Guam, Puerto Rico, and the Virgin Is-
lands). 

(2) Operated through an insurance ar-
rangement or on a self-insured basis by 
an employer. 

(3) Operated under the authority of 
the Federal Employees Compensation 
Act or the Longshoremen’s and Harbor 
Workers’ Compensation Act. 

[57 FR 41103, Sept. 9, 1992. Redesignated and 
amended at 65 FR 7729, 7731, Feb. 16, 2000; 67 
FR 57742, Sept. 12, 2002] 
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AUTHORITY: 5 U.S.C. 552. 

SOURCE: 76 FR 80745, Dec. 27, 2011, unless 
otherwise noted. 

§ 222.1 Purpose. 
This part implements policy estab-

lished in DoD Instruction 5200.01. It as-
signs responsibilities and provides pro-
cedures for members of the public to 
request a declassification review of in-
formation classified under the provi-
sions of Executive Order 13526, or pred-
ecessor orders. 

§ 222.2 Applicability. 
This part applies to the Office of the 

Secretary of Defense, the Military De-
partments, the Office of the Chairman 
of the Joint Chiefs of Staff and the 
Joint Staff, the Combatant Commands, 
the Office of the Inspector General of 
the Department of Defense, the Defense 
Agencies, the DoD Field Activities, and 
all other organizational entities within 
DoD (hereafter referred to collectively 
as the ‘‘DoD Components’’). 

§ 222.3 Definitions. 
Unless otherwise noted, these terms 

and their definitions are for the pur-
pose of this part. 

Foreign Government Information (FGI). 
Defined in DoD 5200.1–R (available at 
http://www.dtic.mil/whs/directives/corres/ 
pdf/520001r.pdf). 

Formal Control System. A system de-
signed to ensure DoD Component ac-
countability and compliance. For each 
MDR request, the system shall contain, 
at a minimum, a unique tracking num-
ber, requester’s name and organiza-
tional affiliation, information re-
quested, date of receipt, and date of 
closure. 

Formerly Restricted Data. Defined in 
DoD 5200.1–R. 
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